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This is not legal advice, nor should it be considered legal advice.

This presentation and the comments contained therein represent only
the personal views of the participants, and do not reflect those of their
employers or clients.

T

This presentation is offered for educational and informational uses
only.
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Rule 5.1 — Responsibilities of a Partner or Supervisory Lawyer
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Rule 5.3 — Responsibilities Regarding Non-Lawyer Assistance
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. Competence in Dealing with New Technologies

o  The Ethical Challenges of Integrating Artificial Intelligence into the Practice of Law
/Q o How the Ethically Competent Attorney Should Respond to New Technology
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Reasonable diligence to secure the confidentiality of confidential client
information should be practiced by lawyers working remotely.

Portable electronic devices should not contain client information, or the
devices should be able to remotely deactivated and scrubbed.

The laws of jurisdictions in which you practice, and your clients do business
@) should be consulted.

“Different states may vary in their interpretation of lawyers’ professional J
\ responsibilities regarding data breaches.”

/O 70
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